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THE REVOLUTIONARY IMPACT OF UNMANNED AERIAL
SYSTEMS ON MODERN WARFARE: AN ANALYSIS OF UKRAINIAN
STRATEGIC AND TACTICAL INNOVATIONS

The use of unmanned aerial systems (UAVs) in Ukraine has acquired a revolutionary character,
Sfundamentally changing the art of war. The purpose of this article is to analyze the key technological,
institutional, and doctrinal innovations adopted by the Defense Forces of Ukraine (DFU). This study analyzes
the revolutionary and strategic role of Unmanned Aerial Vehicles (UAVs) in the Russo-Ukrainian war, which
have fundamentally transformed modern warfare. The use of UAVs has become systematic and is responsible for
approximately 80% of tactical damage, evolving from a mere reconnaissance aid into the primary means of fire
damage, compensating for the shortage of classic artillery ammunition. The article highlights institutional and
technological innovations implemented by Ukraine to achieve technological superiority. Key steps include the
creation of the Unmanned Systems Forces and the launch of the “Drone Line” project, designed to scale UAV
effectiveness. Particular attention is given to the unique capability of the Defense Forces of Ukraine (DFU) to
execute asymmetric Deep Strike operations against critical military-economic assets in the aggressor's deep rear
(e.g., oil refineries, airfields). The “Spiderweb” Case is detailed as a classic example of asymmetric action,
demonstrating the use of the "Trojan Horse" concept, swarm attacks, and elements of Artificial Intelligence (Al)
to inflict irreversible damage on strategic assets with minimal resources. Institutional support is also examined,
specifically the role of the Bravel defense technology cluster in accelerating technology from R&D to mass
procurement, and the digitalization of logistics via the DOT-Chain Defense platform. The importance of global
partnerships—such as the Drone Coalition (with commitments of €2.75 billion), the "Drone Deal" with the US,
and the localization of Baykar Makina's production—is underscored as guaranteeing long-term technological
support. In conclusion, the integration of technology, decisive asymmetric actions, and international support
provides Ukraine with strategic resilience and serves as a decisive lesson for all modern armies on the future of
warfare

Keywords: Unmanned Aerial Vehicle (UAV), Unmanned Systems Forces (USF),; modern warfare; Deep
Strike; Operation Spiderweb; defense technology.

Defense, who have prioritized the development of
domestic defense-tech and a massive increase in

Introduction
The use of unmanned aerial systems (UAVs) by the

Defense Forces of Ukraine (DFU) has become a
decisive and revolutionary factor in modern warfare,
fundamentally transforming the art of war. What began
as a supplementary tool for reconnaissance has evolved
into the primary means of fire damage? This qualitative
leap is quantified by the fact that drones are now
responsible for approximately 80% of all damage
inflicted at the tactical level [1].

This transformation was not accidental but an
asymmetric response to battlefield conditions,
specifically the shortage of classic artillery ammunition.
This necessity forced a doctrinal shift, effectively
leveling the enemy's superiority in heavy weapons. The
critical importance of this shift is emphasized by the
state, including the President and the Ministry of

production capacity.

Ukraine has become a global testing ground for
unmanned innovations, leading to new military
doctrines and striking organizational steps, such as the
creation of the Unmanned Systems Forces [2] and the
"Drone Line" project [3].

The purpose of this article is to analyze the
advanced technologies and innovative concepts
implemented by the DFU. The analysis is structured
into five key areas:

1. Innovation in production and scaling of best
practices.

2. Inflicting damage on enemy objects in the deep
rear (Deep Strike).

3. Institutional and financial innovations.
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4. Countering enemy UAVs (C-UAS) and the
development of interceptor drones.

5. International cooperation in the field of UAVs.

The central thesis of this work is that this
comprehensive and rapid integration of technology,
decisive institutional action, and international support
has provided Ukraine with strategic resilience and a
technological superiority that serves as a lesson for all
modern armies.

Materials and methods

This article employs a qualitative research
methodology, specifically a descriptive and analytical
review of documented strategic, tactical, and
institutional innovations in the use of unmanned aerial
systems by the DFU. The methodology follows an
analytical synthesis approach, structuring the findings
to assess the revolutionary impact of UAVs on modern
warfare.

The materials for this analysis are drawn from open-
source data provided in the source document, including
official government communications, project websites,
and summaries of operational results. The article
adheres to the IMRAD (Introduction, Materials and
methods,  Results,  Discussion)  structure  as
recommended for scientific publications.

The scope of the analysis is defined by the five key
areas of innovation listed in the introduction. The
research method includes a specific case study of
"Operation Spiderweb", which is used as a prime
methodological example to illustrate the practical
application of asymmetric action, technological
ingenuity, and intellectual superiority.

Results

The results of the analysis demonstrate a multi-
faceted and highly adaptive ecosystem for UAV
warfare. This ecosystem is built upon rapid domestic
production, advanced strategic strike capabilities, and
agile institutional frameworks.

Innovation in Production and Scaling: The
Bravel Cluster

A cornerstone of Ukraine's technological
acceleration is the Bravel Defense Technology
Cluster, established in 2023 [4]. It functions as the
only state coordination platform designed to critically
accelerate the path of military technology from an
innovative idea (R&D) to mass state procurement and
effective application at the front. It achieves this by
consolidating the efforts of developers, the military,
the government, and investors.

The key mechanisms of the cluster include:

* Stimulating Innovation: The Bravel platform has
registered over 2000 developments, with more than
20% in the field of UAVs. This portfolio covers a
wide spectrum, from FPV drones and bombers to
reconnaissance systems and C-UAS interceptor
drones.

* Funding and Codification: Bravel provides grant
support for promising projects (up to UAH 150
million). More critically, it ensures their codification
(admission to operation). This is a critical stage that
allows the state to purchase already proven and

standardized technologies, traditional
bureaucratic bottlenecks.

* Direct Integration with Troops: The Bravel
Market serves as a direct-action marketplace, or a
catalog of innovative defense technologies. This
allows military units to directly order UAVs, ground
robots, EW assets, and Al modules from Ukrainian
manufacturers.

Bravel serves as the institutional engine that
ensures Ukrainian technological leadership is quickly
transformed into a tangible combat advantage at the
front.

Strategic Deep Strike Capabilities

A primary result of this innovation is the DFU's
acquired and unique capability to plan and conduct
operations to destroy high-value targets in the deep
rear of the Russian Federation. These consistent and
effective measures are aimed at a single strategic
logic: to degrade the military-economic potential of
the aggressor.

Targets are not tactical, but strategic nodes that
support the war:

Oil Refining Infrastructure: Strikes focus on
critical primary processing units, disabling significant
capacity;

Military  Airfields and Arsenals: Targeting
strategic aviation bases and ammunition depots;

Logistics and Production: Damaging military
factories and critical infrastructure hundreds of
kilometers from the front line.

This capability is enabled by two technological
pillars:

1. Domestic Long-Range UAVs: Ukraine shifted
from standard commercial drones to developing and
scaling its own fixed-wing, aircraft-type UAVs.
Examples include the "Beaver," "UJ-22 Airborne,"
and "AQ-400 Scythe" series, all capable of covering
distances greater than 1000 km. (see Fig. 1).

2. Hybrid Guidance Systems: To overcome
powerful enemy electronic warfare and GPS jamming,
these UAVs utilize hybrid navigation. They rely on
inertial navigation systems (INS) and alternative
methods, such as navigation by digital terrain map, to
minimize reliance on GPS, especially in the final
phase of the mission. This makes them significantly
less vulnerable to enemy EW.

Case Study: Operation "Spiderweb"

Operation "Spiderweb" (see Fig. 2) has become a
classic precedent in modern military history,
demonstrating the DFU's unique asymmetric
capabilities. This operation, conducted on June 1,
2025, destroyed a significant portion of Russia's
combat-ready strategic aviation and illustrates key
innovations that are already being included in military
textbooks.

Operational-Tactical Innovations (Asymmetry):

"Trojan Horse" Concept: The key asymmetric
advantage was the method of strike. Instead of
launching drones from Ukraine, the SSU smuggled
dozens of attack UAVs deep into the Russian
Federation. They were hidden in special containers

bypassing
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Figure 1. Long-range UAVs made in Ukraine. [5]

Proximity Launch: The drones took off directly
near the target airfields. This minimized the reaction
time of Russian air defense, which was postured to
detect long-range, high-altitude targets, not small
drones appearing kilometers away;

Coordinated Swarm  Strike: The operation
employed the principle of "swarm warfare". Over 100
small drones, mainly FPVs, were used simultaneously
against four strategic air bases. The number, low cost,
and minimal radar visibility of these small drones
completely overloaded traditional air defense systems;

Efficiency: The ratio of damage caused to
resources used was impressive. With cheap drones and
intelligent logistics, aviation assets worth billions of
US dollars were destroyed or damaged.

Technological Ingenuity:

Autonomy: The drone swarms were controlled
remotely using the open-source ArduPilot autopilot
system. This allowed for autonomous flight to pre-set
GPS coordinates, minimizing the impact of EW.

Al Guidance: According to reports, drone
algorithms were trained on bomber images to
autonomously recognize and aim at the most
vulnerable points, such as fuel tanks in the wings. This
provided high accuracy and maximum destructive
power.

Network  Exploitation: The drones were
coordinated through conventional Russian
telecommunications networks (mobile

communications), exploiting a vulnerability created by
security services not disconnecting communications at
secret military facilities.

The strategic impact of "Spiderweb" was
profound. It caused irreversible damage to Russian
long-range aviation, as the destroyed bombers (Tu-
95MS, Tu-22M3) have not been mass-produced for
decades. It demonstrated that swarms of cheap UAVs

can effectively neutralize expensive, manned strategic
aviation, forcing a global reassessment of strategic
asset protection.

Institutional and Financial Innovations

The effectiveness of these drones is supported by
deep institutional and financial reforms aimed at
maximizing supply speed and supporting domestic
producers.

The "Drone Line" Project:

Initiated by the President, this project is a
revolutionary step aimed at scaling the most effective
unmanned systems. Its key tasks are:

1. Creation of a "Killzone": To form a continuous
"killzone" 10-15 km deep, making it impossible for
the enemy to advance without significant losses.

2. Infantry Air Escort: To provide units with
constant air reconnaissance and fire cover to destroy
targets before they reach friendly positions.

3. Scaling Experience: To identify and scale the
unique combat experience of the best drone units
across all branches of the military.

A key innovation in this project is simplified
recruiting. The Ministry of Digital Transformation [7]
launched the "Drone Line" service in the Diia
application, allowing candidates to apply directly to
top units without queues or paperwork.

Priority Funding and Procurement:

The government has confirmed the financial
priority of technological weapons. As of July 2025,
the Defense Procurement Agency had state contracts
for unmanned systems valued at UAH 99.3 billion. In
the first seven months of 2025, the Agency contracted
three times more UAVs than in all of 2024. Critically,
more than 95% of these contracted UAVs are
Ukrainian-made [8].

Digitalization
Defense) [9]:

of  Procurement (DOT-Chain
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To eliminate bureaucratic obstacles, the innovative
digital platform DOT-Chain Defense was launched.
This system works as a modern "weapons
marketplace". Its unique feature is a rating system,
where military personnel can evaluate ordered drones
and leave feedback on their combat use. This provides
direct feedback to manufacturers, helps units make
informed choices, and gives the state a clear view of
real frontline needs.

Simplified Logistics:

A key achievement was the simplification of
internal military procedures. UAVs, systems, and
ammunition for them are now written off only under
the act of write-off as a result of launch. This
eliminates the need for extensive paper documents and
frees operator time for combat missions [10].

Countering Enemy UAVs (C-UAS)

In response to enemy drone threats, Ukraine is
actively developing its own interceptor drones,
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Figure 2. Results of "Spiderweb" Operation [6]

International Cooperation

Ukraine's domestic innovation is amplified by
active international cooperation focused on joint
production, funding, and technology exchange.

Multilateral Drone Coalition:

This is one of the most important initiatives
launched within the "Ramstein format". Led by Latvia
and the United Kingdom, it unites about 20 partner
countries (including Australia, Canada, Germany,
Sweden) [12]. The coalition's strategic goal is the
large-scale supply of UAVs. Participating countries
have committed at least €2.75 billion to support this
effort during 2025. This includes the planned supply

of approximately 35,000 interceptor drones to combat
Russian Shaheds.

Strategic Bilateral Partnerships and Localization:

Ukraine has moved beyond simple procurement to
joint production and technology localization:

United States: A long-term "Drone Deal" [13] is
being negotiated. This 5-year agreement concerns the
purchase of Ukrainian drones and the possibility of
joint production of a number of Ukrainian UAVs;

Turkey: The Turkish company Baykar Makina is
implementing a project to build a plant in Ukraine for
the production and maintenance of UAVs like the
Bayraktar TB2 and Akinci [14];




Joceid w000 nposedenns onepauin (aumumepopucmuyunux, mupomeopuux, Cun odoponu).

Netherlands: Through the "Build with Ukraine"
initiative, €110 million in investments will be used to
launch joint production of deep-strike UAVs [15];

United Kingdom: The LYRA program establishes
cooperation in the development and scaling of
defense technologies, including bombs and
interceptor drones [16];

Specialized Localization: Cooperation extends to
maritime systems, with Norway's Kongsberg opening
an office in Kyiv for the joint production of
unmanned surface vehicles (marine drones). An
agreement was also signed with the American
company AeroVironment for the phased localization
of Switchblade 600 kamikaze drones.

Discussion

The results presented confirm that UAVs have
become a revolutionary and decisive factor in
modern warfare. The discussion of these results can
be framed by the three key lessons Ukraine's
experience offers to the world.

Lesson 1: Doctrinal
Transformation.

The "80% rule" is not just a statistic; it signifies a
complete doctrinal shift. Drones have become an
asymmetric replacement for expensive artillery. This
implies that the traditional NATO funding priority,
focused on expensive, low-volume platforms, is
outdated. The new doctrine requires a "junk layer" of
cheap, mass-produced, and expendable UAVs.

Furthermore, the success of Ukrainian deep-strike
drones proves that the "safe zone" or deep rear has
disappeared. Not a single fixed, high-value
infrastructure asset (air base, port, logistics hub) is
secure. This demands a complete reassessment of
physical and electronic security for all strategic
objects.

and  Budgetary

Figure 3. Different types of intrceptor drones [11].

Finally, the traditional bureaucratic procurement
cycle (5-10 years) is incompatible with the pace of
technological warfare, where changes occur every 3-
6 months. The success of Bravel shows that NATO
countries must establish similar mechanisms to
rapidly codify and integrate commercial, Al-driven
solutions within months, not years.

Lesson 2: Technological Imperatives — Autonomy
and C-UAS.

The results show that the modern frontline is a
"GPS-Free War". The heavy use of EW means that
no GPS-dependent UAV can survive. The only path
to successful deep strikes is through autonomy,
specifically inertial navigation systems (INS) and
onboard artificial intelligence (computer vision).
This implies that investment in Lethal Autonomous
Weapons Systems (LAWS) is no longer a future
concept but a present-day necessity.

Conversely, a critical gap in C-UAS has been
exposed. Expensive anti-aircraft missile systems are
economically unprofitable and technically ineffective
against swarms of cheap FPV drones. The priority
for all modern armies must be the creation of a
Multi-Level C-UAS System, combining short-range
(trench) EW, laser/kinetic systems for swarms, and
micro-air defense systems using interceptor drones.

Lesson 3: Institutional Adaptation.

The "Spiderweb" case and the creation of the
USF prove that technological ingenuity and
intellectual superiority are decisive. This requires
institutional adaptation. The creation of a separate
branch of forces — the Unmanned Systems Forces —
is a necessary organizational innovation. It ensures
centralized doctrine, development, and lobbying for
technological needs.
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Logistics must also be digitized. Bureaucracy and
long supply chains are an advantage for the enemy.
Ukraine's response launching DOT-Chain Defense
and simplifying write-off procedures is a model for
all allies. A digitized "Markeplace Model" with a
feedback/rating system is critical to reduce delivery
times and integrate real combat lessons.

Conclusions

UAVs have become a key factor in Ukraine's
strategic resilience and have fundamentally reshaped
the modern art of war. The set of measures taken by
the Defense Forces of Ukraine has provided
technological superiority and strategic resilience.

The conclusions of this analysis are threefold:

1. Tactical and Operational Dominance:
Drones have become the main means of fire damage
(~80% of hits), providing an asymmetric response to
ammunition shortages. The creation of the
Unmanned Systems Force and the "Drone Line"
project consolidates this new doctrine and scales best
practices.

2. Strategic Asymmetric Influence: The DFU
has acquired a unique Deep Strike capability to
destroy strategic targets in the enemy's deep rear
(refineries, airfields). The "Spiderweb" case became
a classic precedent for how technological ingenuity
(swarm strikes, Al, "Trojan Horse" logistics) can
achieve maximum effect with minimal forces,
causing irreversible damage to strategic assets.

3. Institutional and International Support: The
Bravel technology accelerator has streamlined the
path from R&D to mass procurement. Digital
platforms like DOT-Chain Defense provide
transparent financing and rapid delivery. This
domestic success is guaranteed long-term support by
the global Drone Coalition (€2.75 billion) and
strategic joint-production agreements with the US
("Drone Deal"), UK (LYRA), and Turkey (Baykar).

Thus, UAVs are not just a type of weapon, but a
key tool shaping the new world order in the military
sphere. The Ukrainian integration of technology,
decisive action, and international support provides a
lesson in resilience and effective resistance for all
modern armies.
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I'onuapenko €Bren BosionmMupoBuY (nokrop dinocodii)

Hauionanvnuit ynieepcumem oooponu Yxpainu, Kuie, Yxpaina

PEBOJIIOIIIPIHI/II\/'IM BIIJIUB BE3NLIOTHUX ABIALIMHUX CUCTEM
HA CYYACHY BIMHY: AHAJII3 CTPATEI'TYHUX TA TAKTUUHHX
THHOBAIII YKPATHA

Le oocnioocenns ananizye pesonoyitny poas besnitomuux asiayiunux cucmem (bAC) y pociiicoko-
VKpaiHcoKill itiHi, AKI HAOYIU cmMpameziyHo2o0 mMa CUCMeMAMmu4Ho20 Xapakmepy ma OOKOPIHHO 3MIHUIU
cyuache 80€HHe Mucmeymeo. Bemanosneno, wo Ha makmuuHomy pieHi Opoxu 8i0nosioaoms NpubIU3HO 3d
80% 6oenegoco ypasicenns, nepemeopusuUUcCh 3 00ONOMINCHO20 3AC00Y PO3BIOKU HA 20N08HUU THCINPYMEHM
3a80a8aHHs GOCHe8UX yoapié 6 ymoeax Oeghiyumy KiacuyHux Ooenpunacie. Y cmammi GuceimieHo
iHcmumyyiuni ma mexHoao2iuni inHosayii Yxpainu, cnpamogani Ha 00CACHEHHs MeXHON02IYHOi nepesazu.
Cepeo kntouosux kpokie — cmeopentns Cun 6e3niiomHux cucmem ma 3anycKk NPoOEKmMy «Apmia opouie», ujo
macwmabye epexmusnicmo BAC. Ocobaugy ygaey npudineno yHixanrvriu 30amuocmi Cun oboponu Yrpainu
(COY) 3a60asamu acumempuynux yoapie y eaubokomy muny npomusnuxa (Deep Strike), cnpamosanux na
niopus 1020 BillcbKOBO-eKOHOMIUHO20 nomenyiany (Hagpmonepepobui 3a600u, aepoopomu). HAKk KiracuuHu
npukiad makoi acumempii Oemanvho  poszenanymo  onepayito  «llagymunay  (Spiderweb), wo
NPOOEeMOHCIMPY8ANA 3ACMOCY8aHHs Kouyenyii «TposaHCbKO20 KOHA», pOUOBUX amaxk ma elemMeHmie
WMYYHO20 [HMeENeKmy Ol YypaxceHHs cmpameeiunoi asiayii. J{ocniodceno iHCmumyyiuHy RiOMpPUMKY,
30Kpema poiav Kiacmepa Bravel y npuckopenomy 0osedenui mexuonoeiu 6i0 idei 0o macosoi 3akyniseii, a
makodic yu@posizayito 3axynieenv uepez naamgpopmy DOT-Chain Defense. Iliokpecneno eadicaugicme
MidxcHapoonoeo cniepobimuuymea (Koaniyis oponis, «Drone Deal» 31 CILLA, nokanizayia eupobnuymea
Baykar Makina), sixe 3abezneuye 0oeeocmpokogy niompumxy ma inmeepayito ykpaincoxkoeo Defense Tech y
enobanvhuuti 060pOHHULL 1anyioe. Y BUCHOBKAX HAZONOULYEMbCS, WO IHmezpayis MexHonN02il, piuyui
acumempuyuni 0ii ma MidcHapooHa niompumka 3abe3neyyroms YKpaini cmitikicmuv i cy2yiome KiHY08UM
YPOKOM 0151 YCIX CYUaACHUX APMIL.

Kniwwuosi cnosa: Besninomuuii nimanenuti anapam (bnJiAd);, Cunu 6esninomuux cucmem (CBC);
cyuacua giiHa, enubunne ypasicenus;, Onepayisn "l[lasymuna”; 06oporni mexnonoeii.

6. «CBY VkpaiHH NOWIHMPIOE Bigeo3amucH yaapy
6esninoTHuka «IlaByTnHa», CIIPSIMOBAHOTO HA POCIHCHKI
6omOapayBanbHuUKWY». JlaTa 3BepHEeHH:: 4 yepBHA 2025 p.
[Onnaitn]. HoctymHo:
https://english.nv.ua/nation/operation-spiderweb-sbu-
shows-most-vivid-footage-of-airfield-attacks-in-newly-
released-video-50519546.html.

7. Odiuifinuit  caiit ~ MinicrepctBa  1udpoBoi
TpaHchopmanii Ykpainu. Jlata 3BepuenHs: 20 XKOBTHS
2025 p. [Onnaitn]. Joctynno: https://thedigital.gov.ua/.

8. «AO3 3akOHTPAKTYBaB IPOHIB-IIEPEXOILIIOBAYiB HA

Chaucok BUKOPUCTAHUX JZKEPEJI

1. «Ykpaincekuit  OIIK  Mae MOXIUBICTE  JUIS
BupobHuuTBa 10 MinpioHIB ApoHIiB Ha pik — Onekcanap
Kozenko H©Ha Oe3neunomy ¢opymi B CuHramypi»,
MinictepcTBo oboponu Ykpainu, uepn. 2025. JJocrym:
20  xomBTHE 2025 p. [Onnaitn].  HoctymHO:
https://mod.gov.ua/news/ukrayinskij-opk-maye-
spromozhnosti-dlya-virobnicztva-10-miljoniv-droniv-na-
rik-oleksandr-kozenko-na-bezpekovomu-forumi-v-
singapuri.

2. Ykpaina, [Ipesunent Ykpainu. (2024, 6 moToro).

Vxa3 IIpesunenta Ykpainun Ne 51/2024 Ilpo mapomeHHs
MOKIMBOCTeH cuit oboponu. JloctymHo: 20 xoBTHs 2025
p- [Onnaiin]. HoctynHo:
https://www.president.gov.ua/documents/512024-49625.

3. «JIinia dponiB», OdiuiiHuil caliT npoekty «JliHisa
HponiBy. [Joctymuo: 20 sxoBTHa 2025 p. [OHnaitH].
HoctymnHo: https://droneline.army.gov.ua/.

4. «Bravely, Odiuilinuii caldt kmactepa Bravel.
Hocrynno: 20 xostHa 2025 p. [Onnaiin]. JdoctynHo:
https://bravel.gov.ua/.

5. Anamiz BukopuctanHs BIIJIA B pociiiceko-
ykpaiHCbKOMY  KoHQuikti. [OmnnaiiH].  JlocTymHO:
https://www.airmobi.com/uk/analyzing-the-application-
of-uavs-in-the-russia-ukraine-
conflict/?srsltid=AfmBOooluo
TyveFpxLShxZgBUcGrjiHz67hHh.

Oimpmre sk 3 MIJIpPA TPUBEHB», ATEHIIS OOOPOHHHX
3akymiBens, 2025. Toctym: 20 skoBTHsa 2025. [Onnaitu].
Pexxum  pmoctymy: https://dpa.mod.gov.ua/page/aoz-
zakontraktuvav-droniv-perexopliuvaci-na-bils-iak-3-
mlrd-griven.

9. «Ykpaina 3amyckae DOT-Chain Defense -
muppoBy  CUCTeMy  JuIi  IIBHIKOTO  ITOCTa4YaHHs
030poeHHs», MiHicTepcTBo o6opoHH Ykpainu, 2025.
Hoctym: 20 xoBtHs 2025. [Ownnmaite]|. JocTymHO:
https://mod.gov.ua/news/ukrayina-zapuskaye-dot-chain-
defence-czifrovu-sistemu-dlya-shvidkogo-postachannya-
ozbroyennya.

10. «CrincanHa TexXHIKH Ta KOMIUIEKTyBaHHS BpLA
CTaJIO MPOCTUM: IO 3MiHUIOCS», MiHICTEpCTBO 00OPOHH
VYkpainu, 2025. Joctyn: 20 xostHs 2025. [Onnaiih].
Hoctymuo:  https://mod.gov.ua/news/spisannya-tehniki-
ta-komplektuvannya-bp-la-stalo-prostishim-shho-
zminilos.
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Jloceio uy00o nposedennsa onepauiii (anmumepopucmuunux, mupomeopuux, Cun o6oponu).

11. EBousromis YKpaiHChKUX 0e3MIOTHUKIB-
NepexoIuIIoBayiB Ta 11X pons y BiitHi. [OHnaiiH].
HocTtynHo:
https://militarnyi.com/uk/articles/evolyutsiya-
ukrayinskyh-droniv-perehoplyuvachiv-ta-yihnya-rol-

u-vijni/

12. «<FPV,  «b6ombepn», «pO3BIIHHKH»: YUM
Koaminis aponiB 3abesmeuye Cuny o000pOHH s
TEXHOJOTIYHOT HepeMOTH HaJ BOPOXOMY,
MinictepcTtBo oGoponu VYkpainu, 2025. Hdoctym: 20
JKOBTHS 2025. [Onnaiiu]. HocrynHo:

https://mod.gov.ua/news/fpv-bomberi-rozvidniki-
chim-koalicziya-droniv-zabezpechuye-sili-oboroni-
dlya-tehnologichnoyi-perevagi-nad-vorogom.

13. «Texniuna peneraniss MiHoOopoHH YkpaiHu
npogena nepemoru 31 CILIA mono yroau mpo KymiBIIiO
Ta BUPOOHHNOTBO JpoHiIB», MiHiICTepCTBO 000POHH
VYxpainu, 2025. Hoctyn: 20 sxoBTHsA 2025. [OniaiiH].
HoctymnHo: https://mod.gov.ua/news/tehnichna-
delegacziya-minoboroni-ukrayini-provela-peremovini-
zi-s-sh-a-shhodo-ugodi-pro-kupivlyu-ta-virobnicztvo-
droniv.

14. 3aBox baiixap B VYkpaiHi: 3apeecTpoBaHa
KOMIIaHist Ta npunbana 3eMeNbHa IiJISIHKA,
BiiicekoBuii, 2022. J[Joctym: 20 oxoBTHa 2025.
[Onnaiin]. JoctynHo:

https://militarnyi.com/uk/news/zavod-baykar-v-
ukrayini-zareyestrovana-kompaniya-ta-prydbana-
zemelna-dilyanka

15. «Ykpaina ta Higepnanam 3amyckaroTh CHijibHE
BHpOOHUITBO  pmaneko-6ifinmx BpLA y wmexax
ininiatuBu «Build with Ukraine»» MinicTtepcTBo
ob6oponu Ykpainm, 2025. Hoctym: 20 xoBTHsS 2025.
[Onnaiin]. B HassBHOCTI:
https://mod.gov.ua/news/ukrayina-ta-niderlandi-
zapuskayut-spilne-virobnicztvo-dalekobijnih-bpla-u-
mezhah-inicziativi-build-with-ukraine.

16. «Ykpaina Ta Benmka bBpuTaHis nOCHIIOIOTH
00OpOHHE MapTHEPCTBO», MiHICTepCcTBO 00OpPOHH
VYxkpainu, 2025. Joctyn: 20 sxoBTHA 2025 p. [OHnaiiH].
HocrtymnHo: https://mod.gov.ua/news/ukrayina-ta-
velika-britaniya-posilyuyut-oboronne-partnerstvo.




